First Factor

When you sign into your account, you are prompted to authenticate yourself with a username

and a password.

Second Factor

A code that constantly changes or expires after use, which is something only you have and
dramatically helps to keep hackers out of your accounts.
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After you turn on 2-Step Verification for your Google

Account (or other accounts), you'll need
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Microsoft Authy

Authenticator Authenticator

Link to Microsoft https://www.authy.com

Do your research
The aforementioned solutions are widely used, but there
are more software apps and hardware solutions available.

A simple Google search for “two factor authentication
tools” will help to find the solution you need.



https://play.google.com/store/apps/details?id=com.google.android.apps.authenticator2
https://play.google.com/store/apps/details?id=com.google.android.apps.authenticator2
https://www.microsoft.com/en-us/account/authenticator
https://www.microsoft.com/en-us/account/authenticator
https://support.google.com/accounts/answer/6103523?c
https://support.google.com/accounts/answer/6103523?c
https://www.authy.com/

